
Use Case for Multifactor Authentication 

 

An administrator can turn on multi-factor authentication via settings. When MFA is turned on, the 

application will send a random five-digit validation code.     

This validation code will be sent to the member’s phone via SMS or via previously authenticated thumb 

drive. Once the member has entered the correct code into the application they are then authenticated  and 

able to continue. This code will expire after five minutes. 


